**AWS CSA-Pro Reviews ACloudGuru Section 4 Security Part 2**

What is Encryption at REST?

What is Encryption in Transit?

What is KMS? Can you create your own keys? How do you audit it? What compliance schemas does it support?

What is CloudHSM? What can you use it for?

What is the difference between Classic CloudHSM and Current CloudHSM?

What is the difference between KMS and CloudHSM?

What is AWS Certificates Manager? What services does it integrate with?

What is Phishing? How can this be leverage to do a DDOS attack?

What is an Amplification/Reflection DDOS attack?

What is an Applicaion Attacks?

What are the 5 best practices when it comes to protecting your assets from DDOS? What services can you leverage to help achieve these 5 practices?

What is an IDS? What is an IPS? What is a SIEM tool?

What is the difference between CloudWatch and CloudTrail?

How long do CloudWatch Alarms last?

What is the Service Catalog? What are some features and some aspects of it talked about in the video?

What are Service Catalog Constraints? What are the 3 types and what and why would you use a specific type?

How can you use Service Catalog in a multi account structure?

How do changes affect all the accounts linked to your portfolio?

By default, how are launched roles handles in a sub account? What can you do to change this?

What level are Launch Constraints at? The portfolio level or the individual product level within your portfolio?